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Student Technology Fee Committee (STFC)
Annual Allocation Request

UNIVERSITY of WASHINGTON
TACOMA

ALLocaTioN REQuUEsT DATE INFORMATION

Date Created: 2020-02-28 14:29:02 Date Due: 2020-02-28 17:00:00 Date Submitted: 2020-02-28 14:33:19

ALLocAaTIioN REQuUEsT TiTLE/DESCRIPTION

Request Title: Student Cybersecurity Training

Request Descrigton: Expand our current Cybersecurity Training to include students.

ALLocaTiION REQUEST INFORMATION

Department

N . Information Technology Request Code:  20A0254
ame:
Contact Names:  Christopher Fuentes uw T.ac?ma, Staff
Affiliation:
UWT Emall [ 00 w.edu Phone Number: 2536925972
Address:
Title of Request:  Student Cybersecurity Training Type of Request: One Time

Department Head Approval: Department Head: Patrick Pow

Annual Request Information

1. Background: Review and discuss the context of the proposed technology in detail. Explain how this proposal will be used in conjunction with an
original proposal or existing technology. If applicable, how is the current technology disabled or inadequate?

We are requesting funding for an online cybersecurity training program for all students to participate in. The system will email all students to take the
cybersecurity training course. The training(s) can be completed at the student’s pace and is available 24 x 7. If not finished, you can save it and
continue when you have more time. The system will email you every two months to remind you to complete the tasks.

2. Benefit to Students: Discuss how students have benefited from the original proposal, if applicable. How will additional funding of the technology

benefit students? If this was an unforeseen technology need, discuss how students will benefit from this new proposal and why the need cannot wait for
annual allocation funding.
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As technology continues to advance and the world relies more on it, the threat of Cybercrime continues to escalate. Cyber security is vitally important
to not only big corporations, governments, and universities but also any individual private citizens. Today, UW Tacoma offers IT security training for
employees but we want to expand that opportunity to UW Tacoma students. The goal is to have the students gain a better understanding of how to
protect not only business and institutional data but also their personal and family data.

The IT department can only control so much when it comes to cyber security attacks, however safeguarding sensitive information is a campus
challenge for each and every student and their family members. For example, IT would set password policies, but individual users must set strong
passwords and keep them from getting into the wrong hands.

There are new attacks such as phishing, spam and hacks on computer systems by the hour. Additionally, the use of mobile apps has greatly increased,
which in turn has increased the number of security vulnerabilities in hardware, software and the network infrastructure everywhere. It is impossible
for organizations to keep pace. The more knowledgeable the student is about cybersecurity, the better protected they will be.

To encourage participation and promote the trainings, Computer Services will raffle off a gift prize (valued at $100 or more) for those who complete
their trainings. A raffle will take place during the fall, winter, and spring quarters. The department will cover the gift costs.

3. Access: Describe who will be using or will have access to the resources being proposed. If the access has changed since an original proposal, be sure
to note that here. In addition, all previous requestors, please provide historic data highlighting the usage and accessibility of technology. All new
requestors, please provide user need data.

Only registered University of Washington Tacoma students will be allowed to access the online cybersecurity training.

4. Timeline: Provide a timeline showing how the proposed technology can be completed during the requested period. Describe when you would like to
see this proposal initiated and completed, and why.

Implementation will be completed during the summer quarter of 2020. All installation and management of the system will be provided by Computer
Services at no charge.

5. Resources/Budget: Discuss available financial, personnel and space resources devoted to the proposed technology and level of support. Proposal
must detail all the items/resources requested to be purchased. This includes filling out the Item Detail in next section.

Computer Services will install and maintain the items requested. No additional procedures will need to be implemented for these updates.

Funding Request Items

%
Item QTyYy Cost Per Item Shipping Fee Tax Per Item Subtotal
KnowBe4 Student Body Subscription 6000 $1.45 $0.00 $0.00 $8,700.00
Tax @ 10.2% 1 $887.40 $0.00 $0.00 $887.40
OVERALL TOTAL: $9,587.40
s >
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